
Salezure Oy 
Privacy Policy 

 

 

1. Registery 
Nimi: Salezure Oy 
Vat number: 2944925-8 
Address: Eerikinkatu 27, 00180 Helsinki 
Phone number: +358406458152 
Email: contact@salezure.fi 

 
2. Person keeping the registery 
Company: Salezure Oy 
Name: Noah Broms 
Address: Eerikinkatu 27, 00180 Helsinki 
Phone number: +358505410615 
Email: noah.broms@saIezure.fi 

 
3. Data protection officer 
Company: Salezure Oy 
Name: Noah Broms 
Address: Eerikinkatu 27, 00180 Helsinki 
Phone number: 0505410615 
Email: noah.broms@saIezure.fi 

 
4. Use of the registery 

 
 
Collected personal data is used: 
To handle potential collaborations and contacts related to recruitment, as well as for business 
development. 
 

5. Tietojen keraamisen ja kasittelyn peruste 
 
Personal data is collected and stored with the consent of the person, or to fulfill a contract with the 
customer. 
 

6. Information content of the register 
The persons name, postal address, phone number and any information regarding the job application. 
Company name, postal address, responsible person and other relevant information regarding contact. 
 

7. Data retention period 

Personal information is stored as long as it is needed to implement the contract with the person or to 
develop recruitment processes.  

 
7. Regular source of information  

The register collects information from the person himself. 
 

8. Customary data transfers and data transfer within the EU or Europe outside the economic zone 
 

Information is not disclosed outside the company. Some of the external service or software providers 
used by the company may store data outside the EU or the European Economic Area. 
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9. Use of Cookies 
 
On our website, we use the so-called cookie function. Cookie is a small text file that can be uploaded 
to the user's computer and stored there, which enables the administrator of the internet pages to 
identify visitors who visit the site frequently, to facilitate the login of visitors to the pages, and to 
enable the compilation of combined information about visitors. With the help of this feedback, we are 
able to constantly improve the content of our pages. Cookies do not damage users' computers or files. 
We use them in such a way that we can offer our customers information and services according to 
each of their individual needs. The use of cookies can be restricted or prohibited. 
 
If the user visiting our website does not want us to receive the above-mentioned information with the 
help of cookies, most browser programs allow the cookie function to be turned off. This usually 
happens through the browser settings. 
However, it is good to take into account that cookies may be necessary for the proper functioning of 
some of the pages we maintain and the services we offer 

 

10. Registry protection 

The data is transferred over an SSL-protected connection. 

Electronic data is protected by a firewall, user IDs and passwords. 

Only those persons employed by the data controller who need the data in their work have the right to 
access the data. 

 
11. Automatic decisionmaking 
Automated individual decisions (Article 22 of the EU Data Protection Regulation) are not made. 

 
12. Rights of the Registrant 
The registered person has the right to check what information about him has been stored in the 
personal data register. The written inspection request must be signed by the registrant to the person 
in charge of registry matters. 
 
The right of inspection is free of charge once a year at most. 
 
The registrant has the right to demand the correction or deletion of incorrect or outdated data or the 
transfer of data from one system to another. He/she also has the right to limit or object to the 
processing of his data in accordance with Articles 18 and 21 of the EU Data Protection Regulation. 
 
The registrant has the right to withdraw the previously given consent to the collection of data or to 
file a complaint with the supervisory authority about matters related to the collection of personal 
data. 
 
The registrant also has the right to prohibit the use of their data for direct marketing purposes 


